Configuration Management

Information in this section pertains to Section 4.b(4) of DOE O 420.2C and page 1 (4th bullet), section 3 and section 4.b of the CRD.  

DOE O 420.2C CRD section 4 and 4.b require a facility configuration management (CM) program that is related to accelerator safety*.  Appropriate configuration management is necessary for mission (and safety) success, as is evidenced by documented cases in several formal investigations, occurrences and mission delays at DOE accelerator laboratories attributed to CM inadequacies.  As such, key systems and safety controls, using a graded approach, should be consistently managed so that as-built drawings, system/design requirements and actual field configuration remain consistent, documented and accurate.  A formal CM program should include requirements/processes for: 

· Establishing and maintaining the technical baseline.  This includes identifying and maintaining technical baseline documents for new facilities and major modifications, plus maintaining the minimum set of technical baseline documents required for existing facilities.
· A listing of engineered systems (and possibly credited safety management programs) under formal CM.  This may include a prioritization of the identified systems/controls and assignment of different degrees of formal CM.  To avoid scope creep, CM system boundaries should be defined (e.g., formal CM applied to electrical diagrams ends at service panels).
· Design requirements - define the constraints and objectives placed on the physical and functional configuration.
· Work control - an administrative process by which work activities are identified, initiated, planned, scheduled, coordinated, performed, approved, validated and reviewed for adequacy and completeness, and documented.
· Document control - ensure that only the most recently approved versions of documents are used in the process of operating, maintaining, and modifying the system.
· Change control - maintain consistency among design requirements, the physical configuration, and the related facility documentation, even as changes are made. (e.g., processing of engineering change notices).
· System labeling.
· Post maintenance testing (e.g., checklists).
· Periodic verification of physical configuration by engineers or system owners using controlled documentation.  
· Periodic CM assessments to determine the effectiveness of different aspects of the configuration management process.
· Training of system owners and users.
· Adoption of a national consensus CM standard (or DOE-STD-1073, Configuration Management).

The graded approach for application of formal CM should consider the safety importance of the system under consideration, mission impact and cost of CM implementation. However, cost/benefit analyses may be of limited use, as costs associated with not utilizing formal CM are difficult to quantify (e.g., accidents, unplanned downtime, engineering/maintenance inefficiencies, etc.).





*Although the requirement for a CM program is located in the ARR section of the Order, this CRD requirement is implicitly required to remain effective after commissioning. 

[bookmark: _GoBack]As a minimum, the ASE credited controls should be evaluated for placement under a formal CM program and graded by reviewing their importance, as determined by an unmitigated hazards analysis in the SAD.  Safety controls credited for mitigating off-site consequences associated with DOE O 420.2C section 5.a(2) “HQ-approved” ASEs should always be placed under formal CM.  Additionally, a CM program may in itself be identified in the ASE as a credited safety management program due to its importance in ensuring the reliability and functionality of credited controls.   

The process for identifying USIs is considered to be one of several important processes of configuration management (DOE O 420.2C CRD section 3). As such, the USI process is used as part of an integrated set of processes for protecting the ASE and ensuring the CM baseline is maintained. 
